Safford Unified School District

*Guidelines for Usage of Personal Devices*

Keeping data on SUSD’s servers secure and the network safe from viruses is a top priority. To accomplish this, security and threat-management software is installed on all SUSD technology equipment and automatic updates through the network are scheduled regularly.

Equipment not owned by the school district **MAY NOT BE PLUGGED** into the SUSD’s network. **This means non-SUSD equipment may never be plugged in to any wall jack on any campus.**

**WIRELESS INTERNET** ACCESS is available in some areas on campuses and may be accessed using personal devices. This access will provide filtered access to the Internet, but no access to the SUSD network.